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RESUMO

A transformac¢do digital na sadide, impulsionada por
tecnologias como Inteligéncia Artificial (IA), Big Data e
interoperabilidade de sistemas, tem provocado mudancas
profundas nos processos assistenciais e administrativos da
enfermagem. No entanto, tais avancos também ampliam os
desafios éticos e legais, especialmente no que se refere a
protecio de dados sensiveis. A Lei Geral de Protecao de
Dados (LGPD) estabelece diretrizes rigorosas para o
tratamento de informacdes pessoais, exigindo dos
enfermeiros competéncias técnicas, juridicas e éticas para
garantir a privacidade e a seguranca do paciente. Este
estudo tem como objetivo analisar o papel do enfermeiro
frente as estratégias para o manejo de informacées
sigilosas em ambientes de saude, considerando os impactos
da IA e os parametros da LGPD. Trata-se de uma pesquisa
integrativa qualitativa e exploratéria, fundamentada em
45 publicagdes entre 2018 e 2025, das quais nove foram
utilizadas diretamente na analise. Os resultados indicam
que a atuacio do enfermeiro deve integrar o cuidado
humanizado ao uso seguro das tecnologias, sendo
fundamental a ado¢do de medidas como criptografia,
controle de acesso, consentimento informado e capacitacio
continua. Evidenciou-se também que a interoperabilidade
dos sistemas de satide no Brasil ainda enfrenta barreiras
técnicas e gerenciais, exigindo participacdo ativa do
enfermeiro na construcdo de fluxos informacionais
seguros. Conclui-se que a tecnologia deve ser vista como
aliada do cuidado, mas sua implementacio precisa ser
acompanhada de protocolos éticos, gestio de riscos e
formacdo especializada. A pratica profissional, nesse
contexto, deve equilibrar inovacio e responsabilidade,
fortalecendo a confianca do paciente e a qualidade da
assisténcia.

PALAVRAS-CHAVE: Enfermagem; LGPD; Inteligéncia
Artificial; Etica Profissional; Prote¢do de Dados.

ABSTRACT

The digital transformation in healthcare, driven by
technologies such as Artificial Intelligence (Al), Big Data, and
system interoperability, has profoundly changed nursing’s
clinical and administrative processes. However, these
advances also increase ethical and legal challenges,
particularly regarding the protection of sensitive data. Brazil’s
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General Data Protection Law (LGPD) sets strict guidelines for
handling personal information, requiring nurses to develop
technical, legal, and ethical skills to ensure patient privacy and
security. This study aimed to analyze the nurse’s role in
strategies for handling confidential information in healthcare
environments, considering Al impacts and LGPD
requirements. It is a qualitative and exploratory literature
review based on 45 publications from 2018 to 2025, of which
nine were directly used in the analysis. Results indicate that
nursing practice should integrate humanized care with the safe
use of technologies, emphasizing measures such as encryption,
access control, informed consent, and continuous training.
Findings also show that healthcare system interoperability in
Brazil still faces technical and managerial barriers, requiring
nurses to actively contribute to building secure information
flows. It is concluded that technology should be seen as an ally
of care, but its implementation must be accompanied by ethical
protocols, risk management, and specialized training.
Professional practice in this context must balance innovation
with responsibility, strengthening patient trust and quality of
care.

KEYWORDS: nursing; LGPD; artificial intelligence;
professional ethics; data protection.

1. INTRODUGAO

O avango das tecnologias digitais na area da saude
tem transformado profundamente a forma como os
dados dos pacientes s@o coletados, armazenados e
utilizados. Nesse contexto, a Inteligéncia Artificial (IA)
tem se destacado como uma ferramenta poderosa para
otimizar diagnoésticos, automatizar processos € apoiar
decisdes clinicas. No entanto, o uso dessas tecnologias
também levanta preocupagdes éticas e legais,
especialmente no que diz respeito a privacidade e a
protecdo de dados sensivei'2.

A promulgacgdo da Lei Geral de Prote¢dao de Dados
(LGPD), Lei n° 13.709/2018, estabeleceu diretrizes
rigorosas para o tratamento de dados pessoais no Brasil,
incluindo aqueles relacionados a satide. A LGPD
reconhece os dados de satide como sensiveis e exige que
seu tratamento seja pautado por principios como
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finalidade, necessidade, seguranca e consentimento
informado®. Segue no Quadro 1 o resumo da Lei Geral
de Protegdo de Dados (LGPD), n° 13.709/2018,
seguindo as diretrizes®.

Quadro 1. Resumo da Lei Geral de Protecdo de Dados (LGPD).

Lei Geral de Proteciio de Dados (LGPD), n° 13.709/2018

Significado na Area
da Satide

Dados Sensiveis: Dados de saude, como historico
médico, receitas e informagdes genéticas, sdo
considerados dados sensiveis e merecem protegao
especial sob a LGPD.

Direitos dos Titulares: Os pacientes, como
titulares dos dados, tém o direito de saber como
seus dados sdo coletados, tratados e armazenados.

Objetivo: Proteger a liberdade, a privacidade e o
livre desenvolvimento da personalidade do
individuo.

Principios
Fundamentais

Finalidade: Tratar dados apenas para os fins
legitimos informados.

Adequacio: O tratamento deve ser adequado aos
fins previstos.

Necessidade: Apenas os dados estritamente

necessarios devem ser coletados.

Transparéncia: Informagdes claras e acessiveis
sobre o tratamento de dados.

Seguran¢a: Adocdo de medidas para proteger os
dados.

Responsabilizacido e Presta¢io de Contas: As
institui¢oes sdo responsaveis pelos dados e devem
prestar contas sobre o tratamento.

Impactos nas
Institui¢oes de Saude

Mapeamento e Politicas: As institui¢des
precisam identificar os dados pessoais e sensiveis
que coletam, criar politicas claras de protecdo e
definir o fluxo desses dados.

Consentimento: Obter o consentimento dos
pacientes, de forma transparente e acessivel, para
o tratamento de seus dados.

Seguranca da Informacdo: Implementar
medidas de seguranga para proteger os dados
contra vazamentos e acessos nao autorizados.

DPO (Encarregado de Dados): Nomear um|
profissional para supervisionar a conformidade]
com a LGPD e atuar como ponto de contato.

Gestao de Incidentes: Ter planos de contingéncia)
para incidentes de seguranga, como vazamentos, ¢
notificar a ANPD e os afetados.

Penalidades por
Violacio

Adverténcias com prazo para corre¢do; Multas
de até 2% do faturamento da empresa no Brasil,
limitadas a R$ 50 milhdes por infracdo;
Bloqueio ou eliminagdo dos dados; Proibi¢do
de atividades relacionadas ao tratamento de

dados.

Fonte: Brasil, (2018)° adaptado por autores do estudo, (2025).

Para os profissionais de enfermagem, isso implica

em uma revisdo critica das praticas assistenciais e
administrativas, com foco na confidencialidade e na
seguranga da informagdo®.

O enfermeiro, como agente essencial na linha de
frente do cuidado, desempenha um papel estratégico na
prote¢do dos dados dos pacientes. Além de seguir os
preceitos do Codigo de FEtica da Enfermagem, sua
atuagdo deve estar alinhada as normativas da LGPD e as
diretrizes da saude digital, como estabelece a Resolucao
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COFEN n° 696/2022, que regulamenta a
Telenfermagem e reforca a responsabilidade do
profissional na guarda e no sigilo das informagdes®.

A crescente digitalizagdo dos servigos de satide ¢ a
adogdo de tecnologias como a Inteligéncia Artificial tém
ampliado a complexidade do cuidado, exigindo dos
profissionais de enfermagem ndo apenas competéncias
técnicas, mas também conhecimento juridico e ético
sobre 0 uso e a protecdo de dados sensiveis'2.

A LGPD, ao estabelecer diretrizes rigorosas para o
tratamento de dados pessoais, impde novas
responsabilidades aos  profissionais da saude,
especialmente aqueles que atuam diretamente com o
paciente*S,

O enfermeiro ocupa uma posigdo estratégica, sendo
responsavel por garantir a confidencialidade das
informagdes e por adotar praticas seguras no uso de
sistemas informatizados. Além disso, o Cédigo de Etica
da Enfermagem e a Resolugdo COFEN n°® 696/2022
reforcam a importancia do sigilo profissional e da
atuacdo ética frente as novas tecnologias®’.

Portanto, este estudo se justifica pela necessidade de
compreender como os enfermeiros estdo se adaptando a
esse novo cenario ¢ de propor estratégias que fortalegam
sua atuacdo diante dos desafios impostos pela
transformag@o digital na satde.

A partir dessa contextualizagdo elaboramos a
seguinte questdo de pesquisa: Como o enfermeiro pode
atuar de forma ética, segura e legal no manejo de
informagdes sigilosas em ambientes de saude
digitalizados, diante dos desafios impostos pela
Inteligéncia Artificial e pelas exigéncias da LGPD?

Para essa pesquisa foi elaborado o seguinte objetivo,
analisar o papel do enfermeiro frente as estratégias para
o manejo de informagdes sigilosas em ambientes de
saide, considerando os impactos da Inteligéncia
Artificial e os pardmetros estabelecidos pela LGPD. A
proposta ¢ contribuir para a reflexdo critica sobre a
pratica profissional em tempos de transformagéo digital,
destacando a importancia da formagao é€tica e técnica
dos profissionais de satde.

2. MATERIAL E METODOS

Este estudo foi desenvolvido por meio de uma
pesquisa integrativa com abordagem qualitativa e
exploratéria. A escolha desse método se justifica pela
necessidade de aprofundar a compreensdo sobre o papel
do enfermeiro no manejo de informagdes sigilosas em
ambientes de saude digitalizados, considerando os
impactos da Inteligéncia Artificial (IA) e os pardmetros
legais estabelecidos pela Lei Geral de Proteg@o de Dados
(LGPD).

A pesquisa foi realizada nos meses de maio a agosto
de 2025. Foram analisados artigos cientificos,
documentos  oficiais, legislagdes e  materiais
institucionais publicados entre os anos de 2018 e 2025,
com foco especifico em temas como: prote¢do de dados
sensiveis na saude, atuacdo do enfermeiro frente a
LGPD, aplicagdes da IA na pratica clinica e implicagdes
éticas da tecnologia na enfermagem.
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As fontes foram obtidas em bases de dados como
SciELO, Google Scholar (GS), Revista USP, periddicos
do Conselho Federal de Enfermagem (COFEN), além de
portais juridicos como JusBrasil, por meio da utilizagdo
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tecnologias e a aplicagdo de normas na pratica

profissional.

Quadro 3. Descri¢do dos artigos selecionados com os titulos, autores,
ano de publicacdo, revista e tipo de metodologia e objetivos.

artificial e interoperabilidade na enfermagem. Os
demais estudos, com metodologias aplicadas e tedricas,
complementam a discussdo trazendo evidéncias
empiricas e analises criticas sobre a implementacdo de
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revisdo narrativa da
literatura.

de descritores controlados do DeCS: Enfermagem; Lei Titulo Autores | Ano/ [ Metodologia Objetivos
de Protecdo de Dados de Carater Pessoal; Protecdo de Revista
dados; Inteligéncia Artificial; Etica Profissional; Saude digital a Muniz, 2023, Estudo Analisar a pratica
PI‘OtCQﬁO de Dados brasileira e a pratica | Mota e Enfermag| descritivo com clinica em
L. . - . . - clinica em Sousa. emem | abordagem enfermagem no
Os critérios de inclusdo consideraram publica¢des enfermagem: do que Foco qualitativa. | contexto da saude
que abordassem diretamente a pratica da enfermagem, estamos falando? dlgltatlﬁe as
~ ~ competencias
regulamgntagggs §obre protecao de dados e o uso de exigidas para o uso
tecnologias digitais no cuidado a saude. Textos que ndo ético das
~ : : tecnologias.
apresentavam rela(;aq direta com o Ob-]et,O de estu@o‘ ou Nursing informatics: [Hudson e 2018, Reviséo Discutir o papel da
que estavam desatualizados foram excluidos da analise. where technology Ball. Johns tedrica. enfermagem na
Ao todo, foram selecionados 45 artigos para analise and caring meet. U""?pk'”,? '“ttegra?lao,e“tfe
P . ey . niversity| ecnologia e
inicial. Destes, 12 artigos foram utilizados diretamente School of cuidado
na fundamentacio tedrica e discussdo, por apresentarem Nursing humanizado.
maior aderéncia aos objetivos da pesquisa e alinhamento — - -
L. g pesq Saude digital: Haddad 2024, Revisdo Analisar as
metodologlco. contribuicées da etal. Revista narrativa. contribuigbes da
Segue no Quadro 2 o total de artigos identificados a Enfermagem. ALanr_w- en{ermafgem para a
. . merican ranstormacgao
partir dos descritores e filtragem. ade digital & g
. . . Enferma integragéo da
Quadro 2. Total de artigos a partir dos descrlto.res em 9 sIaleg d?gital no
N° de artigos SUS.
DESCRITORES SCIELO| % |GS| % |[USP| % [COFEN| % Lei Geral de Weston 2023, Revisédo Discutir a
“Enfermagem; LGPD; Protecdo de Dados etal. Revista | integrativa. aplicabilidade da
Inteligéncia Avtificial; Pessoais e Brasileira LGPD para a
Etica Profissional; 4 |333[3|25| 3 [25] 2 |167 aplicabilidade para a de pratica da
Protecdo de Dados”. Enfermagem. Enfermag enfermagem e a
Total de artigos 12 100% em responsabilidade
selecionados e}llcal dosl
Fonte: Autores do estudo, (2025). pronissionais.
onte: Autores do estudo, ( ) LGPD na Saude: |Tarpinian 2024, Estudo de |ldentificar impactos|
A interpretag:ﬁo dos dados seguiu uma abordagem impactos e protecdo . Estrutura anadlise e estratégias de
. X . X X - € de dados sensiveis. Dinamica| aplicada. protecédo de dados
critica e reflexiva, visando identificar padrdes, conflitos, sensiveis em
lacunas e boas praticas que possam orientar a atuacao |nst|;:‘|§3:s de
J o . . uae.
ctica ¢ segura dos proﬁssmnals de enfermagem no Lei Geral de Leme e 2020, |Estudo tedrico- Examinar a
contexto da transformagﬁo digital da saude. Protecéo de Dados e | Blank. Cadernos| reflexivo. |aplicagdo da LGPD
seguranga da Ibero- na area da saude e
3 RESU LTADOS informagéo na area American discutir principios
* da saude. os de de seguranga da
~ \ Direito informagao.
. Para a apresentagdo dos res.ultados p.rocedeu-se a Sanitario
leitura prévia criteriosa dos 9 artigos selecionados, com
objetivo de subsidiar a elaboragdo do Quadro 3. Este Inteligéncia artificial | Costa 2025a, |Estudo de caso Avaliar as
quadro contempla os titulos, autores, ano de publicagio, na documentagdo | etal. Facit | aplicado. | implicagbes éticas
. . .. clinica: implicagdes Business e praticas do uso
revista, metodologia ¢ objetivos adotados em cada éticas e praticas and da 1A na
estudo. para a enfermagem. Technolo documentagao
. . . ay clinica de
N'o que se refere ao tipo de pesquisa, 0s 12 artigos Journal enfermagem.
selecionados foram distribuidos da seguinte maneira: O profissional de Torres. | 2021, Revisao Discutir as novas
trés revisdes narrativas (25%), duas revisdes integrativas 'nfe?‘é%igz Z:?f%?al Cidgg‘o teorica. Cg?g?g;‘i”gfss
-~ ;. | I | Ificial XI1g1
(16,67%), duas revisdes tedricas (16,67%), um estudo novos saberes e Saude profissionais de
descritivo com abordagem qualitativa (8,33%), um competéncias. Coletiva .Saﬂde_fredntﬁ ,f
, . R insercéo da IA.
estudo tedrico-reflexivo (8,33%), um estudo de caso ¢
aplicado (8,33%), um estudo de analise aplicada Inteligéncia artificial |Nascimento| 2024, Revisao Analisar as
(8,33%) e um estudo de campo (8,33%), apresentado na e suas impIicagées etal. Re\{is_ta integrativa. implicagc?es éticas
. éticas e legais: Bioética e legais da IA
Figura 1. revisdo integrativa. aplicada a satde.
A distribuicdo evidencia que a maior parte dos
artigos utiliza abordagens de revisdo narrativa, Os desafios dos Nascimento| 2021, Revisao |ldentificar desafios
refletindo o carater exploratorio e reflexivo da literatura , ?iStema_S de stal. Cisén,ccija &|  narrativa. d_OfS sistemas de
y . . . c A . Informagao em aude Informagao em
sobre o tema da saude digital, LGPD, inteligéncia enfermagem: uma Coletiva enfermagem e

discutir a
interoperabilidade
no SUS.
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Riscos de Silva. 2023, Estudo de | Avaliar os riscos
seguranga da Anais do campo. de seguranga da
informagéo em CONAENF| informagéo em

hospitais: hospitais sob a
profissionais de Gtica da

enfermagem e a Lei enfermagem e da

LGPD. LGPD.
Inteligéncia artificial Crozeta 2010, Revisdo Apresentar
em saude. etal. Revista narrativa. conceitos e
USP aplicagdes da

inteligéncia
artificial no

contexto da saude.

Fonte: Autores do estudo, (2025).
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Figura 1. Distribuigdo dos artigos segundo o tipo de pesquisa. Fonte:
Autoras do estudo, (2025).

O ano com maior numero de publicagdes ¢ 2023 (3
artigos, 25%), evidenciando uma tendéncia recente de
estudos sobre saude digital e LGPD na enfermagem,
evidenciada na Figura 2.

Ha presenca de estudos mais antigos (2010, 2018),
mas a concentracdo maior ¢ de artigos publicados entre
2021 e 2025, mostrando que o tema ¢ emergente e tem
ganhado mais atenc¢do nos ultimos anos.

Distribuigio dos artigos por ano de publicagho

Nimero de artigos
-
=

2010 2018 20202021 20232024 2025
Ano de publicagio

Figura 2. Distribui¢do de artigos por ano de publicagdo. Fonte:
Autores do estudo, (2025).

A maioria dos artigos selecionados pertence a
Enfermagem (83,34%), com foco especifico em temas
como saude digital, prote¢do de dados, inteligéncia
artificial e ética profissional. Isso se evidencia pelos
titulos das publicagdes, que estdo majoritariamente em
periddicos de enfermagem e abordam diretamente a
pratica da enfermagem no contexto digital e legal.

4. DISCUSSAO

Apods a leitura dos artigos selecionados para a
elaboragdo do trabalho, agrupamos esses artigos em 5
eixos principais: 4.1) A transformagao digital na satide e
o papel da enfermagem; 4.2) A protecdo de dados
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sensiveis ¢ a aplicagdo da LGPD; 4.3) As implicagdes
éticas e praticas da IA na documentagfo clinica; 4.4) A
atuagdo do enfermeiro frente aos desafios da
interoperabilidade e seguranca da informagdo; 4.5)
Analise dos documentos.

A transformacao digital na saude e o papel da
enfermagem

A transformagdo digital na satde tem promovido
mudangas significativas na forma como os servicos sao
organizados, ofertados e monitorados. Tecnologias
como Inteligéncia Artificial (IA), Big Data, Internet das
Coisas (IoT), prontuario eletronico e telemedicina tém
remodelado os processos assistenciais, administrativos e
gerenciais. Nesse contexto, a enfermagem ocupa papel
estratégico, sendo responsavel por integrar o cuidado
humanizado as ferramentas digitais, garantindo
seguranga, ética e qualidade na assisténcia®.

O conceito de Enfermagem 5.0 surge como resposta
as exigéncias da era digital, caracterizando o
profissional como gestor de dados clinicos, analista de
riscos e facilitador do cuidado preditivo. A pratica
clinica em enfermagem no Brasil estd em processo de
adaptag@o as tecnologias digitais, com iniciativas de
regulamentagdo e capacitacdo profissional. A atuagdo do
enfermeiro passa a exigir competéncias em informatica,
analise de dados e comunicagdo digital, além de
habilidades éticas para lidar com informagdes
sensiveis®.

A literatura destaca que a lideranga do enfermeiro é
essencial para a incorporagdo segura das tecnologias. A
enfermagem ¢ a profissdo mais confiavel e que, na era
digital, deve assumir protagonismo na construgdo de
sistemas de satide centrados no paciente. A capacitagdo
continua e o letramento digital sdo fundamentais para
que os profissionais atuem com exceléncia’.

Além disso, iniciativas como o Programa SUS
Digital e a Rede Nacional de Dados em Satde (RNDS)
tém ampliado o acesso aos dados clinicos e promovido
a interoperabilidade entre sistemas, exigindo da
enfermagem uma postura critica e ética frente a protecao
de dados e a seguranca da informagdo!°.

A protecao de dados sensiveis e a aplicagao da
LGPD

A crescente digitalizagdo dos servigos de saude
trouxe a tona a necessidade de regulamentagdes
especificas para garantir a privacidade e a seguranca das
informagdes dos pacientes. A Lei Geral de Protecao de
Dados Pessoais (LGPD), instituida pela Lei n°
13.709/2018, representa um marco legal no Brasil ao
estabelecer diretrizes para o tratamento de dados
pessoais, especialmente os considerados sensiveis,
como os relacionados a saude®.

No contexto da enfermagem, a LGPD impde
responsabilidades éticas e legais aos profissionais que
lidam diariamente com informagdes confidenciais.
Dados como historico clinico, diagnosticos, exames
laboratoriais e registros de atendimento sdo
classificados como sensiveis e exigem cuidados
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redobrados quanto & coleta, armazenamento,
compartilhamento e descarte. A equipe de enfermagem
deve atuar preventivamente, adotando medidas que
assegurem o sigilo e a integridade dos dados, tanto na
assisténcia quanto na gestdo'!.

A aplicacdo da LGPD na area da satide envolve
desafios especificos, como o risco de vazamentos,
acessos ndo autorizados e ataques cibernéticos. Para
mitigar esses riscos, € essencial que instituigoes de saude
implementem politicas de seguranca da informacao,
capacitem seus colaboradores e adotem tecnologias
como criptografia e controle de acesso. Além disso, o
consentimento informado torna-se pega-chave, exigindo
que os pacientes sejam plenamente esclarecidos sobre o
uso de seus dados'?.

A literatura aponta que a conformidade com a LGPD
ndo apenas evita sangdes legais, mas também fortalece a
confianca entre pacientes e profissionais, promovendo
um ambiente de cuidado mais ético e transparente. A
atuagdo do enfermeiro, nesse cendrio, deve ser pautada
por principios como boa-fé, necessidade, adequacao e
responsabilidade, conforme previsto na legislagdo!2.

Para auxiliar na aplicagdo pratica da LGPD no
contexto da enfermagem, ¢ possivel organizar as
estratégias de protecdo de dados em trés eixos: medidas
técnicas, administrativas e éticas. As medidas técnicas
envolvem o uso de recursos de seguranga da informagao,
como criptografia e autenticagdo multifator; as
administrativas referem-se a implementagao de politicas
institucionais e capacitagdo continua da equipe; e as
éticas reforcam o papel do sigilo profissional e da
transparéncia com o paciente'>.

O Quadro 4 sintetiza essas estratégias, destacando
agdes concretas que podem ser adotadas pelo enfermeiro
para fortalecer a seguranca e a confidencialidade das
informagdes sensiveis.

Quadro 4. Estratégias do enfermeiro para protecdo de dados sensiveis
a luz da LGPD.

TIPO DE DESCRIGAO
MEDIDA

EXEMPLOS

Técnica Uso de ferramentas e [Criptografia de prontuarios,
recursos de seguranga autenticagdo multifator,
para protegéo dos dados backups seguros

Adminis- Procedimentos Politicas internas de
trativa institucionais e seguranga, auditorias

treinamentos periddicas, registro de

acesso

Etica [Condutas que reforgam a Sigilo profissional,
confianga e o respeito a | consentimento informado,
privacidade do paciente | transparéncia na coleta e

uso dos dados

Fonte: Leme e Blank® Tarpinian’, adaptado por autores do estudo
(2025).

As implicagbes éticas e praticas da IA na
documentacgiao clinica

A incorporacdo da Inteligéncia Artificial (IA) na
area da saide tem promovido transformagdes
significativas na pratica da enfermagem, especialmente
no que diz respeito a documentagio clinica. Ferramentas
baseadas em IA vém sendo utilizadas para automatizar
registros, organizar prontudrios eletronicos, prever
riscos clinicos e apoiar a tomada de decisdo. No entanto,
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essa inovagdo tecnologica traz consigo implicagdes
éticas e praticas que precisam ser cuidadosamente
analisadas'®.

Do ponto de vista pratico, a IA pode aumentar a
acuracia dos registros, reduzir erros humanos e otimizar
o tempo dos profissionais de enfermagem. Os
algoritmos inteligentes tém sido aplicados para
padronizar informagdes, identificar inconsisténcias e
gerar alertas clinicos em tempo real. Isso contribui para
a seguranca do paciente e para a eficiéncia dos servicos
de satde. Contudo, a dependéncia excessiva de sistemas
automatizados pode comprometer a autonomia
profissional e a capacidade critica dos enfermeiros,
exigindo capacitagdo continua e supervisdo ética'®.

As implicagdes éticas sdo ainda mais complexas. A
documentagdo clinica envolve dados sensiveis, € 0 uso
da IA exige conformidade com a Lei Geral de Protegao
de Dados (LGPD). Questdes como o consentimento
informado, a transparéncia dos algoritmos e a
responsabilidade por decisdes automatizadas sdo
centrais nesse debate'!. O enfermeiro deve atuar como
guardido da ética, garantindo que a tecnologia
complemente, e nfo substitui, o cuidado humanizado'°.

Além disso, ha o risco de viés algoritmico, que pode
reproduzir desigualdades sociais e comprometer a
equidade no atendimento. A literatura aponta que a
implementagdo da IA deve ser acompanhada de
protocolos éticos, auditorias regulares e participagdo
ativa dos profissionais na construgdo dos sistemas’.

Um exemplo pratico ¢ a implementacdo de um
sistema de IA em um hospital universitario para analise
automatica de sinais vitais e emissdo de alertas para a
equipe de enfermagem. Embora tenha reduzido o tempo
de resposta em casos criticos, a equipe precisou
estabelecer protocolos para validagdo humana das
decisdes automatizadas, a fim de evitar erros e assegurar
a conformidade com a LGPD*.

Portanto, a aplicacdo da IA na documentacdo clinica
exige uma abordagem critica, interdisciplinar e ética,
que valorize tanto os avangos tecnologicos quanto os
principios fundamentais da enfermagem.

A atuacgao do enfermeiro frente aos desafios da
interoperabilidade e seguranga da informagéao

A crescente digitalizagdo dos sistemas de saude
exige que os profissionais de enfermagem estejam
preparados para lidar com os desafios da
interoperabilidade e da seguranga da informacdo. A
interoperabilidade refere-se a capacidade dos sistemas
de informa¢do em saiude de se comunicarem entre si,
compartilhando dados de forma segura, padronizada e
eficiente. J4 a seguranga da informagdo envolve a
protegdo dos dados contra acessos ndo autorizados,
perdas, vazamentos e alteragdes indevidas®.

Nesse cenario, o enfermeiro desempenha papel
estratégico, atuando como mediador entre os sistemas
tecnologicos e o cuidado clinico. Os sistemas de
informagdo em enfermagem sdo fundamentais para
garantir a visibilidade dos cuidados prestados, mensurar
indicadores de qualidade e promover a continuidade
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assistencial. No entanto, sua implementacdo enfrenta
obstaculos como a falta de capacitagdo, resisténcia a
mudanga e limitag3es técnicas dos sistemas’.

A atuacdo do enfermeiro exige competéncias em
informatica em saude, ética digital e gestdo de dados
clinicos. A interoperabilidade no SUS ainda ¢ limitada,
0 que compromete a integracdo entre os diferentes niveis
de atencdo e dificulta a tomada de decisdo baseada em
dados. O enfermeiro, nesse contexto, deve participar
ativamente da construgdo de fluxos de informacgao, da
validacdo de registros e da defini¢do de protocolos de
seguranga®,

Além disso, a Lei Geral de Protecdo de Dados
(LGPD) impde responsabilidades legais aos
profissionais, exigindo que o tratamento de dados seja
pautado por principios como finalidade, necessidade e
transparéncia, os enfermeiros devem ser capacitados
para identificar riscos cibernéticos, aplicar boas praticas
de seguranca e promover a cultura da protecao de dados
nas institui¢des’.

Portanto, a atuacao do enfermeiro frente aos desafios
da interoperabilidade e seguranga da informagdo ¢
essencial para garantir um cuidado ético, seguro e
eficiente, alinhado as exigéncias da saude digital.

Analise documental

Estudos evidenciam a complexidade da governanga
da seguranga da informacdo em servigos de saude,
propondo um guia baseado na LGPD e nas normas
ABNT/ISO 27799 para orientar boas praticas'>. A
regulagdo da IA na saude, destacando o direito a
explicacdo e a revisdo de decisdes automatizadas como
pilares éticos fundamentais'.

No campo da interoperabilidade, a fragmentagéo dos
sistemas de informagdo no SUS compromete a
integragdo dos dados clinicos, exigindo do enfermeiro
uma atuagdo critica na gestio da informagdo®. Os
sistemas de informagdo em enfermagem sdo essenciais
para a visibilidade dos cuidados prestados, mas
enfrentam desafios como a baixa adesdo e a falta de
capacitacdo digital’.

A ética digital também se destaca como eixo
transversal na pratica clinica da enfermagem na era da
saude digital, ressaltando a necessidade de letramento
digital e de uma postura ética frente ao uso de
tecnologias®. A visdo ao discutir a interface entre ética e
tecnologia no cuidado, defendendo que a escolha e
aplicacdo de ferramentas digitais devem sempre
considerar as necessidades humanas e os principios
profissionais.

Esses exemplos demonstram que os quatro eixos
tematicos da fundamentacdo (transformagao digital,
LGPD, IA e interoperabilidade), convergem para a
centralidade da atuacdo ética do enfermeiro diante dos
avancgos tecnoldgicos. A tecnologia, portanto, deve ser
vista como aliada do cuidado, e ndo como substituta da
sensibilidade humana?.

5. CONCLUSAO

O estudo evidenciou que a transformacgao digital na
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saude, embora traga beneficios significativos para a
assisténcia e a gestdo, impde novas responsabilidades ao
enfermeiro, especialmente quanto a protecdo de dados
sensiveis. A LGPD representa um marco regulatorio
essencial, orientando praticas seguras e éticas no
tratamento de informacdes. A Inteligéncia Artificial,
quando aplicada de forma criteriosa, pode potencializar
a eficiéncia, reduzir erros e ampliar a capacidade de
tomada de decisdo, desde que acompanhada de
supervisdo humana e respeito aos principios éticos.

Os quatro eixos analisados, transformagdo digital,
LGPD, IA e interoperabilidade, convergem para a
necessidade de um profissional capacitado, critico e
consciente de seu papel na interface entre tecnologia e
cuidado humanizado. A atuagdo do enfermeiro deve
priorizar medidas técnicas de seguranga, como
criptografia e autenticagdo, bem como a promogao da
cultura organizacional voltada a privacidade.

Como limitagdo, destaca-se que a presente pesquisa
se baseia exclusivamente em revisdo bibliografica, sem
coleta de dados empiricos. Embora os achados permitam
uma analise abrangente do tema, a aplicacdo pratica das
estratégias discutidas pode variar conforme o porte da
instituigdo, recursos tecnoldgicos disponiveis e nivel de
capacitacdo da equipe.

Recomenda-se que futuras pesquisas incluam
estudos de caso, observagdes em campo ¢ entrevistas
com enfermeiros que atuam em ambientes de satde
digitalizados, a fim de verificar a efetividade das
estratégias propostas ¢ identificar barreiras reais a sua
implementagao.

Por sua vez, reforca-se que a tecnologia deve ser
entendida como aliada do cuidado, e ndo substituta da
sensibilidade humana. E imprescindivel que a formagio
em enfermagem incorpore competéncias digitais e
juridicas, preparando profissionais para liderar
processos de inovagdo de forma ética, segura e centrada
no paciente. Pesquisas futuras podem aprofundar a
analise sobre a aplicacdo pratica dessas estratégias em
diferentes  contextos assistenciais, identificando
barreiras e propondo solu¢des adaptadas a realidade
brasileira.
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